
Thursby Sub Rosa®  
Mobile Software Suite

Enhancing Security. Simplifying Lives.

Multi-Card Support	

•	 Works with CAC, PIV, PIV-I, or dual 
persona smart cards

•	 Enables a secure app ecosystem 
leveraging the PKard Toolkit

High Security

•	 Ability to enforce zero data-at-rest 

•	 Automatically locks after a period of 
inactivity

Simple and Seamless

•	 Sign, encrypt, and decrypt email via OWA 

•	 Provides two-factor authentication for 
secure websites

•	 View, create, and respond to OWA 
calendar events

Federally Certified

•	 FIPS 140-2 certified browser specially 
designed for government use

•	 Approved under DISA’s DoD Mobile  
App Store

Need to use a CAC, PIV, or derived credential on 
a phone or tablet? Thursby Sub Rosa iOS and 
Android™ secure mobile browser apps are direct, 
robust solutions. 

Identiv’s Thursby Sub Rosa suite of 
products provides the ability to access 
two-factor websites, sign, encrypt, 
and decrypt emails via OWA, and also 
view, create, and respond to calendar 
events. Edit and sign PDF documents 
from an iPhone®, iPad®, or Android 
phone or tablet for an additional 
charge. 

Sub Rosa’s FIPS 140-2 mobile browser 
with enhanced Outlook Web Access 
(OWA) combines the look and feel of 
a native email client with the power 
and speed of linking directly to OWA 
mail servers. Signing, encrypting, 
and decrypting email on a mobile 
device has never been so easy and 
convenient. Sub Rosa also includes 
full access to OWA calendars to view, 
create, and respond to events directly 
from a mobile device.

The latest Sub Rosa feature is 
available via in-app purchase. 
Sub Rosa PDF signing allows U.S. 
armed forces, federal agencies, and 
commercial customers the ability 
to digitally sign documents on their 
phone or tablet from any location. 
With this new feature, customers 
get a simple, secure solution to PDF 
signing that keeps them exactly 
where they need to be: on the move. 
Whether its a Department of Defense 
(DoD) or commercial user, Sub Rosa 
helps streamline mission-critical and 
everyday processes. This is truly a 
game-changer in mobile security.

Sub Rosa is available now to 
download through the Google 
Play or Apple App Store.



DATA SHEET
TECHNICAL DATA IS SUBJECT TO CHANGE WITHOUT NOTICE.
REVISION DATE:  2020-08-14

Identiv (NASDAQ: INVE) is a global provider of physical security and secure identification. Identiv’s products, software, systems, and 
services address the markets for physical and logical access control, video analytics and a wide range of RFID-enabled applications. 
For more information, visit identiv.com or email sales@identiv.com.

© Identiv, Inc. | All rights reserved. This document is Identiv public information.

DATA SHEET Thursby Sub Rosa Mobile Software Suite
Enhancing Security. Simplifying Lives.

On November 1, 2018, Identiv announced the acquisition of Thursby Software Systems, 

Inc., an Arlington, Texas-based provider of security software. Thursby’s software solutions 

support BYOD (bring your own device), GFE (government furnished equipment), and two-

factor authentication while providing strong security for U.S. federal government, armed forces, 

enterprise, and personal mobility.

Sub Rosa® for iOS

Secure CAC/PIV web browser supports sites such 

as DTS and myPay, and allows email signing, 

encrypting, and decrypting via OWA

Sub Rosa 3rd Party for iOS

Same functionality of Sub Rosa with added support 

for derived credentials such as Purebred and Precise 

Tactivo readers 

Sub Rosa Ex for iOS

Same Sub Rosa 3rd Party for iOS functionality with 

added support for YubiKey tokens and the ability to 

have a customizable configuration 

Sub Rosa for Android

Bundled, secure CAC/PIV web browser supports 

sites such as DTS and myPay, and allows email 

signing, encrypting, and decrypting via OWA

Sub Rosa 3rd Party for Android

Same Sub Rosa functionality with added support for 

USB-based third-party readers displaying as CCID 

devices and derived credentials such as Purebred

PKard Toolkit for Android or iOS

Software Development Kit (SDK) for both platforms 

that provides a secure CAC, PIV, and derived 

credential app development environment

Available Apps


